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N axalisni: Linkages 

Between Developnient 

& Spread of Extreniisni 

2.1. INTRODUCTION 

The former PM of India, Manmohan Singh, in 

his one of the speeches in 2006 and later too, called 

Left Wing Extremism (or Naxalism) as the greatest 

internal security threat. Left Wing Extremism or 

Naxalism refers to the armed conflict between the 

far-left radical communists and the Government 

of India. Naxalites favour overthrow of established 

government and replacing it with Leninist-Marxist 

kind of social system. According to the government 

data, over the past few decades, the LWE movement 

is suspected to have impacted 40 percent of India's 

territory and 35 percent of its population. 

This movement started in 1969, under the 

leadership of Charu Mazumdar, Kanu Sanyal and 

Jangal Santhal. The left-wing extremists follow 

the ideology of Mao Zedong and believe that the 

solution of economic and political discrimination 

is violent overthrow of the government by the 

guerilla groups. The goal of the extremists is to 

implement their own vision of the State through 

'revolution' and they did so by enlisting the support 

of the deprived and exploited sections of society 

residing in remote rural regions. The left-wing 

extremists are against the democratic principles 

and the developmental works undertaken in the 

remote regions. These developments are looked 

upon by the Maoists as potential threats to their 

very existence and their outdated ideology. The 

Maoists also destroy infrastructure like roads and 

telecom network to keep populations isolated from 

mainstream India. 

2.1.1. Background 

Left wing extremism or Naxalism, as commonly 
known in India, has its roots in communist 
movements which started after getting inspiration 
from the Great October revolution of Russia. 
The communist movements were started with an 
objective to end the capitalist colonial oppression 
in India. The communist movement gained 
momentum in India specially after the Telangana 
struggle. 

The Telangana struggle started in 1946 by 
peasants against oppression of feudal lords, illegal 
taxations and forced evictions. The ideology 
spread to thousands of villages under the influence 
of Andhra MahaSabha and the Telangana struggle 
became the largest armed peasant uprising 
against the rent seeking landlords. By the end of 
1947, communists were able to organize parallel 
administration in the form of village republics in 
4000 villages. A group of volunteers called 'Dalam' 
was raised to fight Razakars and the police. But the 
movement weakened when Indian Army under 
'police action' entered Hyderabad to fight the 
Nizam and Razakars. The Dalams were no match to 
the trained strength of the army and they retreated 
to forests. The movement fizzled out as the unity 
and strength got disrupted as the area came under 
government control. 

2.2. ORIGIN OF NAXALISM OR 

LWE 

The exploitation of tribals and poor people 
residing in resource rich regions was a regular 
phenomenon in colonial rule and it continued as a 
colonial legacy even after Independence. 
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3.1. INTRODUCTION 

Terrorism is a global crime and has gained 

importance at the international and regional level 

as a subject of concern. The political, economic and 

diplomatic affairs of the world are influenced by 

the grave threat of terrorism. India is surrounded 

by hostile nations, which are considered as the 

hotbed of terrorist activities. Problem of porous 

borders with the same nations pose as huge threat 

to internal security and law and order. 

Terrorism encompasses a range of 

complex threats viz. organized terrorism 

in conflict zones, foreign terrorist fighters, 

radicalized 'lone wolves: and attacks using 

chemical, biological, radiological, nuclear and 

explosive materials. Terrorist groups incite 

individuals, often young people, to leave their 

communities across the world and travel to 

conflict zones, such as in Iraq, Syria, Libya etc. 

The way recruits are targeted and radicalized 

has shifted, with greater focus on social media 

and the digital channels. The term "terrorist" 

originated during the French Revolution of 

the late 18th century but became widely used 

internationally during the 1970s, when events 

like Northern Ireland conflict, the Basque 

conflict, and the Israeli-Palestinian conflict 

gained worldwide attention. September 11 

attacks in the United States, introduced the 

world with the spectre of suicide attacks. Lone 

wolf attacks/fidayeen attacks etc., have now 

become common modus operandi for the 

terrorist organizations across the world. 

Terrorisni 

3.1.1. Historical Background 

Terrorism is as old as the Roman Empire and 

it existed in the form of Zealots in Judea or the 

Assassins in the ll th to 13th century with religion

being a strong motivating factor behind terrorist 

activities. The term "terrorism'' originated from 

the Reign of Terror (Regime de la Terreur) of 

1793-94. Some of the freedom fighters of Indian 

Independence struggle like Khudiram Bose, 

Prafulla Chaki , Chapekar brothers were termed as 

revolutionary terrorists by the colonial government. 

The Second World War, however brought a shift 

in the nature and locale of terrorist activities 

around the world. The focus of terrorist activities 

shifted from Europe to the Middle East, Africa 

and Asia with the various active nationalistic 

and anti-colonial groups in the regions of Israel, 

Kenya, Cyprus, Algeria, Palestine and Malaya. 

International terrorism today is marked by the large 

number of transnational terrorist groups, mostly 

motivated by the Islamist fundamentalist ideology 

like ISIS, Boko Haram, Al-Shabab etc. 

The Cold war legacy and the disintegration 

of states post-Cold War, in a world awash with 

advanced conventional weapons and know­

how, has assisted the proliferation of terrorism 

worldwide. Instability created by absence 

of governance in areas such as Balkans, 

Afghanistan, Columbia, and certain African 
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Linkages of Organised 

Crime with Terrorism 

The links between organized crimes and 
terrorism represent a growing threat to our 
world. The convergence of crime syndicates and 
terrorists, including in tactics and resources, 
enable them to gain stronger capacities to disrupt 
peace, security, economic and social life and human 
development. 

4.1. ORGANISED CRIME 

The UN convention against Transnational 

Organised Crime (UNTOC} does not exactly 

define organised crime due to its multiple and 

varying interpretations in different countries. But 

it defines 'organised criminal group' as a group of 

three or more people that was not randomly formed, 

is existing for a period of time, acts in concert with 

the aim of committing at least one crime punishable 

by at least four years' incarceration in order to 

obtain financial or other material benefits. Interpol 

defines organised crime as "any enterprise or gang 

of persons engaged in continuing illegal activity 

which has its primary activities that bring together 

a client-public relationship which demands a range 

of goods and services which are illegal:' As per 

Maharashtra Control of Organised Crime Act, 

1999 (MCOCA}, 'Organised crime' is defined as 

any continuing unlawful activity by an individual, 

singly or jointly, either as a member of an organised 

crime syndicate or on behalf of such syndicate by 

using violence or threat of violence or intimidation 

or coercion, or other unlawful means, with the 

objective of gaining pecuniary benefits, or gaining 

undue economic or other advantage for himself or 

any person or promoting insurgency. 

The most obvious distinction between organized 

crime and other forms of criminal conduct is the 

aspect of being 'organized'. The organized crimes are 

not random, unplanned, individual criminal acts. 

The activities under organized crimes are rather 

structured along a viable - even if illegal and unethical 

- business model, with a robust organizational

structure and well-defined hierarchies which may

resemble corporate organizations. The organized

crimes are generally performed through syndicates

of centralized enterprises run by criminals. These

criminal organizations perform planned, rational

acts that reflect the efforts of individuals, groups

and their network in pursuit of often monetary and

sometimes political goals.

4.1.1. Characteristics of Organised 

Crime 

Organized crimes have certain identifiable 

characteristics. The first one is continuity. 

Continuation of the illegal business through 

survivorship and succession is practised by most 

of the criminal organizations. The organizations, 

gangs or the mafia are structured in a way that 

they survive sudden changes in leadership or 

succession. Structure is the second most vital 

characteristic of these groups. The criminal gangs 

are hierarchical and well-structured. There are 
sub-gangs who are assigned specific tasks which 

serves the organisation's objective. The criteria 

for membership are another differentiator. To 

become a core member of the criminal gang one 

has to possess similar background like belonging 

to an ethnic gang or have a criminal background. 
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Militancy in 

Janiniu and Kashniir 

5.1. INTRODUCTION 

The valley of Kashmir has been eulogized as 
a paradise on earth most famously by Jahangir, 
the Mughal emperor. The region is surrounded 
by tall mountains on all sides. People of Kashmir 
consider these mountains as their guardian and 
protector. Since ages, people of various religions 
and cultures have come into the valley and made 
it their permanent home. This can be witnessed 
in Kashmir becoming the home to Buddhists, the 
dwelling place for the Vedanta and a center for 
mystic Islam. 

5.1.1. Historical Background 

Kashmir's history has witnessed the rule of 
various dynasties. The ancient history can be traced 
in Rajatarangini which gives a formal account of 
Kashmir's history. After the period of Buddhist and 
Hindu kings, Kashmir was ruled in the medieval 
times by the Sultans, Moguls, Afghans, Sikhs 

and Dogras. Thus, Hinduism, Buddhism, and 
Islam together made a significant impact on the 
life of Kashmiris. The experience of coexistence 
turned Kashmir into a melting pot of multiple 
communities living in harmony for centuries. The 
people of Kashmir call the valley Pirwaer and 
Rishwaer, the abode of Sufis and Rishis. 

In 1820, the Jammu and Kashmir became part 
of the Sikh Empire under Maharaja Ranjit Singh. 
Later the British empire fought a battle with Sikhs 
after the death of Maharaja Ranjit Singh, in which 
Gulab Singh (a Dogra general in Maharaja Ranjit 
Singh's army) sided with the British. When the 

Sikhs lost and the Treaty of Amritsar was signed 
in 1846, Kashmir was given to Gulab Singh as a 
reward and on condition of acceptance of British 
sovereignty. Since then, till independence of 
India in 1947, Kashmir was ruled by the Dogra 
dynasty. Hari Singh took charge of the state in 
1925. He was the king of Kashmir when the treaty 
or Instrument of Accession was signed with India. 
You can read about the post-independence issue 
related to Kashmir accession in detail in the post­
independence booklet. 

Instrument of Accession was signed by Hari 
Singh on 27th Oct, 1947 and it led to accession 
of Jammu and Kashmir (J&K) into the Indian 
dominion. J &K was granted a special status under 
Article 370 of India's Constitution. However, 
the erstwhile princely state surrendered only 
three subjects-defence, external affairs and 

communications to the Indian government. 
Government of India agreed for a separate 
constituent assembly to formulate Jammu and 
Kashmir's separate constitution. Article 370 

explicitly mentioned that only the provisions of 
Article 1 and Article 370 applied to the state. But 
India included Article 3 70 in Part XXI of the Indian 
Constitution, under the heading 'Temporary, 

Transitional and Special Provisions'. While 
the special status allowed J &K to have its own 
constitution and flag, it also maintained that the 
Government of India could extend the central 
laws on subjects included in the Instrument of 
Accession, viz., Defence, External Affairs and 
Communications - by 'consultation' with the 
state government. Moreover, the remaining central 
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6.1. INTRODUCTION: WHAT IS 

INSURGENCY? 

Insurgency is an organized armed struggle 
by a section of the population against the state, 
often with foreign support. Possible causes of an 
insurgency include ideological, ethnic or linguistic 
differences; politico-socio-economic reasons and/ 
or influence of fundamentalism and extremism. 
Interference by external forces may act as a catalyst 
in providing a strong impetus to the insurgency 

About North East India 

Insurgency in 

North-East 

movements. There are many examples of insurgency 
in India. For instance, in the state of Nagaland, the 
National Socialist Council of Nagaland (NSCN­
Isak-Muivah) and National Socialist Council of 
Nagaland (Khaplang), the two insurgent groups are 
fighting to create a Greater Nagaland. In the state of 
Assam, Bodo rebel groups are fighting to establish 
Bodoland, etc. The goals of insurgent groups may 

be seizure of power, replacement of the existing 
regime and/ or liberation of a defined area from a 
supposedly oppressive rule. 

Geography of North East: North-east India is the easternmost part of India. It is connected to the 
Indian mainland via a narrow corridor sandwiched between the nations of Bhutan and Bangladesh. The 
narrow tract of land connecting the north-east with the rest of the country is known as Siliguri Corridor, 
sometimes also referred to as India's 'chicken neck' dilemma. The Northeastern parts oflndia comprise of 
Sikkim and the seven contiguous states (seven sisters) of Arunachal Pradesh, Assam, Manipur, Meghalaya, 
Mizoram, Nagaland and Tripura. This region is home to 3.8% of the total national population and makes 
up about 8% oflndia's total geographical area. 

Strategic relevance of Northeast: The North-east region plays an important role in foreign policy. 
The region shares a border with Bhutan, China, Myanmar, and Bangladesh and acts as a gateway to the 
Southeast Asian region (ASEAN countries) On account of its geographical position, the north-east holds 
significant economic and trade potential. North-east India is blessed with natural resources (oil, gas, coal, 
hydro, fertile land, etc.) which can be exploited for economic growth, development and connectivity. The 
region is also significant and is many times in news due to threats to territorial integrity of the country 
on account of Chinese incursions and claims in the region, particularly on Arunachal Pradesh. Thus, the 
region is critical in conserving the nation's territorial sovereignty. The fact that this region makes up around 
40% oflndia's land borders with neighboring countries makes it vulnerable to infiltration of insurgents and 
militancy due to porous and open borders. 

Cultural and ethnic diversity: The tribes living in India and those living on the other side of the 
border in neighboring countries have cultural and ethnic ties. For example, Naga tribes living in India and 
Myanmar have more cultural and ethnic similarities between them than with other tribes living within 
the same Indian state. The northeastern states are inhabited with diverse range of tribes. These states are 
not having a homogenous population rather they have a diverse set of cultures with ethnic and linguistic 
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7.1. INTRODUCTION 

The subject of black money has become a part 

of everyday public discourse and the ways to bring 

back black money held in foreign accounts is 

hotly debated almost every day on news channels. 

As election approaches political parties allege 

each other for using black money, black income, 

unaccounted wealth/ economy, illegal wealth to lure 

the voters. Also, the same black money is the source 

of funds for criminals and terrorists to carry out 

various illegal activities. 

Despite this, there is no consensus on the official 

definition of black money. It is defined differently 

by different agencies of the nation and the globe. 

Commonly, it is being understood as the amount 

on which tax is not paid or the amount which is 

hidden from the tax authorities. However, this 

technical definition may not hold true for events 

such as doing charity, paying money to rickshaw 

pullers, day to day tasks of small amounts. Difficulty 

in defining black money also leads to problems in 

estimating it. The Standing Committee on Finance 

estimated that the amount of black money may vary 

from 7% of GDP to 120% of GDP. This highlights 

the wide variance in the methods of estimation. 

Generally, black money is associated with 

criminal activities such as drug trafficking, fake 

currency, organised crimes. However, a series of 

leaks such as Pandora papers, Panama papers, 

Paradise papers suggests otherwise. These leaks 

show that many successful businessmen, renowned 

actors, and influential political leaders also stash 

large amounts of money in offshore accounts 

Black Money 

to evade taxes. These countries/territories/ 

jurisdictions are known as tax havens and have 

very low or zero taxes. 

According to a report released by US based think 
tank Global Financial Integrity (GFI) 2020, India 

has the third-highest trade-related illicit financial 

flow among more than 135 countries with an 

amount ofUSD 83.5 billion followed by China and 

Mexico. Also, the Swiss government has released 
data which showed that the amount of funds of 

Indian individuals rose to 20700 crore (2.55 billion 

Swiss francs) in 2020. However, the amount of the 

UK is 377 billion and the USA is 152 billion. Others 

in top were West Indies, France, Hong Kong, 
Germany, Singapore. This shows that the concept 

of black money is not unique to India but also a 
feature of well-developed advanced economies. 

7.2. SOURCES OF BLACK MONEY 

IN INDIA 

Major chunks of black money are generated from 
illegal means. It includes criminal activities such 

as bribery, extortion, kidnapping, embezzlement, 
trafficking, smuggling, poaching, drugs, illegal 

mining etc. Money earned through these illegal 

and corrupt practices cannot be shown as 

legitimate income as they fear prosecution by 
various law enforcement agencies such as anti­
corruption bureau, revenue officials, vigilance 

officers etc. Thus, they try to hide this illegal wealth 
without paying taxes on it. 

Another factor which contributes to generation 

of black money is various scams due to political­

bureaucrats-businessmen nexus. They are able to 
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Money Laundering 

8.1. INTRODUTION 

In general terms, money laundering can be 

understood as a process by which black money is 

converted into white money. In doing so, the origin 

of the black money is concealed and it is pumped 

back into the economy. According to INTERPOL, 

Money laundering is concealing or disguising the 

identity of illegally obtained proceeds so that they 

appear to have originated from legitimate sources. 

Some of the common methods of money laundering 

are bulk cash smuggling, shell companies and 

trusts, round-tripping, hawala, false invoicing etc. 

Though it is done to mostly evade taxes and disguise 

money's origination point, it is also frequently 

associated with terrorist funding, arms trafficking 

and other organized crime at national and global 

level. The advent of cryptocurrency such as bitcoins 

has exacerbated this phenomenon. 

8.2. PROCESS OF MONEY 

LAUNDERING 

Often, money laundering is considered a single 

process. However, its cycle can be broken down 

into three distinct stages namely, placement stage, 

layering stage and integration stage. 

Placement Stage is the stage at which illicit 

funds are introduced into the financial system. At 

this stage, the launderer inserts the "dirty" money 

PLACEMENT 

1$1 
Collection of Dirty Money 

Purchase of Luxury Assets, Financial Investment, Commercial/Industrial Investments 

Payment by "Y" of False Invoice to Company"X" Loan to Co��.any 
INTEGRATION 

Dirty Money Integrates into the Financial System 
.-----..... Transfer on the Bank Acc

)
ount::ompany "X" 

$ 
I

Transfer 
Offshore Bank Figure 8.1: Process of Money laundering
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9.1. INTRODUCTION 

Cyber security includes the techniques of 

protecting computers, networks, programs and 

data from unauthorized access or attacks, damage, 

misuse and economic espionage. 

9.1.1. Elements of Cyber Security 

There are various elements of securing the 

cyberspace and its devices. The foremost of which 

is application security, which is the use of the 

software or hardware to protect applications from 

external threats. For example, anti-virus software. 

Secondly it includes Information security which 

is a set of strategies for managing the processes, 

tools and policies for securing digital information, 

for example, data encryption software and tools. 

Thirdly there is network security, which entails 

protecting networks against internal and external 

threats. For example, Windows firewall in 

computers protect external threats from entering 

the computer. Next it includes disaster recovery 

plan, which is a structured plan that guides the 

response to unplanned incidents. It enables an 

organisation to resume critical functions. For 

example, IBM's cloud for disaster recovery. Another 

aspect of cyber security is operational security, an 

analytical process that classifies information assets 

and determines controls required to protect these 

assets. For example, Captcha code. Finally, there 

is the important element of end user education, 

by making policies to guide users for secure use of 

an organisation's systems. For example, Google's 

digital literacy campaign. 

Cyber Security 

Cyberspace and Internet 

Internet is a system of inter-connected 

devices using standardized communication 
protocols. It is a global network created 

by linking smaller networks of computers 
and servers, which allows users to share 

information and other data from one point 
to another. It can be said that anything that 

is done via the use of internet, occurs within 

the confines of the Cyberspace, whether that 

is sending an e-mail, opening a website, or 
playing a game. Cyberspace therefore, is a 

complex, abstract and virtual environment 
consisting of interactions between people, 

software and services, supported by the internet 
and network devices. Interconnectedness of 

the cyberspace, multiple internet entry points 
and dependency of critical infrastructure on 

the cyberspace makes it vulnerable to cyber 

threats. 

9.2. WHAT IS A CYBER-THREAT? 

As per the American political scientist Joseph 
Nye, there are four primary threats to cyberspace. 
They include firstly the threat of cyber espionage, 
which is the use of computer networks to gain 
illegal access to confidential information, typically 
that is held by a government or other organizations. 
It is the act of obtaining secret information 
from individuals, competitors, rivals, groups, 
governments and enemies, without the permission 
of the holder of the information, which can be 
personal, sensitive, proprietary or of classified 

nature. Information is obtained for personal, 
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Role of External State 

and Non-State Actors 

in Creating Internal 

Security Challenges 

10.1. INTRODUTION 

In security terminology, external state 

actors refers to legitimate national government 

or organizations such as, government agencies, 

diplomatic corps, military institutions etc., that 

have direct or indirect relation with the state. 

For example, if we consider security threats to 
India, Pakistan as a state, its armed forces, its 

intelligence agency (ISI) etc., could be called as 

external state actors. On the other hand, non-state 

actors are those entities/individuals/agencies/ 

organizations etc., which have no tangible linkage 

with the state institutions. These organizations act 

independent of state. However, there may not be a 

water tight separation between state and non-state 

actors and non-state actors may act as a proxy for 
the state actors. Examples of common non-state 

actors are Terrorist organizations, civil-society 

groups, organized crime networks etc. In case 

of India, Lashkar-e-taiba, Jaish-e-Mohammad, 

D-company etc., could be termed as non-state
actors that pose a significant security threat. In

2021, NSA Mr. Ajit Doval, termed Civil-Society

Organizations as the new frontier of war.

10.2. CHALLENGES POSED BY 

STATE ACTORS TO SECURITY 

State actors may pose direct threat to sovereignty 

or integrity of the nation through aggressions 
across borders or usurping the national territory. 

For example, China's occupation of Indian land 

northwards of Upper Subansiri district in the 

North Eastern state of Arunachal Pradesh in the 

1950s. 

State actors may also indirectly pose a threat 
through diplomatic aggression, subverting 
national interest by influencing policy of other 
nations, for example, diplomatic corps of China 
aggressively oppose India's membership in the 
Nuclear Supplier's Group (NSG) and promoting 
non-state actors involved in illegal activities. For 
example, Pakistan's ISI actively funds drugs/arms 
trafficking rackets operating in India. There have 
been reports of foreign funded NGOs thwarting 
developmental projects as seen in the case of 
Kudankulam Nuclear power project. 

We have read in detail about threat posed 
by China and Pakistan in chapter on Terrorism 
(Chapter 3), Militancy in Jammu and Kashmir 
(Chapter 5), Insurgency in North-East (Chapter 6) 
and Border Management (Chapter 11). 

10.2.1. Taliban Regime in Afghanistan 

On February 29, 2020, the United States and 

the Taliban signed a peace agreement in Doha, 

Qatar. The provisions of the deal include the 

withdrawal of all American and NATO troops from 

Afghanistan. The agreement called for an Initial 

reduction of its force level from 13,000 to 8,600 by 

July 2020, followed by a full withdrawal within 

14 months. The United States also committed to 

closing five military bases within 135 days. On 

its part Taliban pledged to prevent Al-Qaeda or 

any other terrorist organization from operating 

in areas under Taliban control. Further the Doha 

pact called for talks between the Taliban and the 

then Afghan government. However, the then 

Afghan government was not a party to the deal 

and initially refused to agree for the release of 5,000 
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Border Managen1ent 

11.1. INTRODUCTION 

Borders are the geographic extent of a country's 
sovereignty, unity, and integrity. Borders can be 
classified into three distinct sets viz. Land borders, 
Maritime borders, and Airspace borders. Border 
management is a multifaceted approach towards 
securing the borders in which along with the 
deployment of manpower and technology for the 
enhancement of border security, the regulation of 
legal and illegal immigration across the borders, 
ensuring the safe and secure cross border trade, and 
prevention of smuggling, trafficking of humans and 
cattle take place. 

11.1.1. Historical Perspective 

The evolution of boundaries in the Indian 
subcontinent has a long historical and colonial 
legacy. This has been a source of tension and 
conflict between the neighbors in the south Asian 
region. The outgoing colonial powers hastily drew 
the boundaries which left uncertainties with 
regards to boundaries between the newly formed 
entities of India, Pakistan, and Bangladesh ( then 

Borders and Frontiers 

East Pakistan). Along with these disputes, the 

legacy border disputes were also passed down to 

India by the colonial rulers, i.e., the border disputes 

with China, Nepal, and Sri Lanka. 

11.1.2. Borders oflndia 

The borders of India are quite complex having 

extreme geographical features and difficult terrains 

like Mountains (Himalayan ranges in the north 
and north-east), deserts in the North-west (Thar 

desert), swamps, marshes in the west and east 

(Rann of Kutch and Sundarbans), Tropical 

evergreen forests in the Northeast border states, 

and seas (the Arabian Sea and Bay of Bengal and 

the Indian Ocean) on the three sides of the Indian 
Peninsula. 

India has a land border of 15,106 km and a 

coastline of 7516.6 km. All states except Madhya 

Pradesh, Chhattisgarh, Jharkhand, Telangana, and 

Haryana have an international border or a coastline. 

The Department of Border Management, under 

the Ministry of Home Affairs (MHA), is tasked 

with securing most of India's borders, with some 

Borders are clear rigid lines that divide two political entities. It marks the limit of sovereignty and 
jurisdiction of a State. Demarcation of border can be based on natural features like mountains, rivers etc. 
Borders can also be a result of mutually agreed treaty or a forced imposition post a war. For example: 
Border between USA and Mexico is marked by river Rio-Grande, border between India and Pakistan is 
defined by Radcliffe line. 

Frontier is an area extending beyond border, acting as a buffer zone between two political entities. 
Unlike borders that are consequence of inward looking or centripetal forces, frontiers are result of outward 
orientation that results in creation of zone of interaction between two States. In modern world, more and 
more amorphous frontiers are being replaced by clearly defined borders. During medieval times, states 
were often separated by large expanses of forests without clear demarcation specifying limits of each state. 
Such forests were frontiers. 
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Various Security 

Forces and their 

Mandate 

12.1. INTRODUCTION 

India's territorial integrity and its security 

is maintained by Indian security forces which 

comprises of Indian Armed Forces, Paramilitary 

and Central Armed Police Force. The Indian armed 

forces comprise of Indian Army, Indian Navy, 

Indian Airforce, and Indian Coast Guard. They are 

mandated to both defend the country as well as 

launch an offensive on any adversary state. 

12.2. INDIAN ARMED FORCES 

12.2.1. Indian Army 

Indian Army's primary role is to ensure the 

national security by safeguarding sovereignty and 

territorial integrity of the country from external 

aggressions and threats. It is also involved in 

providing humanitarian aid and assistance to civil 

authority during calamities and natural disasters. 

The Indian Army has approximately 14 lakhs active 

personnel in its ranks. The President oflndia is the 

Supreme Commander of the tri forces- Army, Navy 

and Air Force. The Army headquarters is situated in 

New Delhi and it is under the direction of the Chief 

of the Army staff (Commander-in-Chief). He is 

a four star General and is assisted by a Vice Chief 

of Army Staff (VCOAS). Since independence, the 

Indian army has been involved in four wars with 

Pakistan (1947, 1965, 1971, 1999) and one with 

China ( 1962). Some other operations undertaken by 

the army include Operation Vijay (Kargil War in 

1999), Operation Meghdoot (to gain control over 

Siachen Glacier in 1984) and Operation Cactus (to 

stop a Military Coup in Maldives in 1988). Despite 

operational and internal security commitments, 

the Indian Army is also involved in contributing 

to United Nations Peacekeeping Missions and is 

the second largest troops' contributor (for 2021) 

in various UN missions. Currently, four UN Peace 

Keeping contingents of India are deployed across 

the world. 

Field Marshal is a five-star general officer 

rank. It is the highest attainable rank in the 

Indian Army. It is a ceremonial or a wartime 

rank, having been awarded only twice in 

Independent India. The first Field Marshal of 

India was Sam Manekshawwho was conferred 

the rank on 1 January 1973, and the second, K 

M. Cariappa who was conferred the rank on

15 January 1986. As the Field Marshals never

retire, the allottee holds the title for life.

12.2.2. Indian Navy 

Indian Navy is a well-balanced three­

dimensional force meaning that is capable of 

carrying out operations above, on and under the 

surface of the oceans, effectively to safeguard 

India's national interests. The Indian Navy works 

in conjunction with other Armed Forces of the 

country to deter or defeat any threats or aggression 

against the territory, people or maritime interests 

of India, both in times of war and peace. It also 

projects India's influence in country's maritime 

area of interest, to further the nation's political, 

economic and security objectives. It also works in 

close co-operation with the Indian Coast Guard, 

ensuring order and stability in India's maritime 
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Defence Ref orn1s 

13.1. INTRODUCTION 

The Indian defence forces are responsible 

for protecting the country's sovereignty and 

integrity. However, the rising security challenges 

from all across the globe, and particularly in 

the Indian backyard i.e., South Asia is a cause of 

concern. Further, the security threats have been 

modernizing more rapidly than the Indian 

defence forces, as the security threats evolve from 

conventional to non-conventional threats (like 

drone strikes, proxy wars, cyber-attacks, etc.). 

There is a need to reform and modernize our 

defence strategy to equip our forces to effectively 

and efficiently counter the evolving security threats 

and remove the already existing bottlenecks in the 

smooth functioning of our defence forces. 

13.1.1. Historical Background 

The Kargil war of 1999 between India and 

Pakistan brought out the immediate need for reform 

in the Indian armed forces. The then government 

of PM Atal Bihari Vajpayee, set up the Kargil 

Review Committee to assess India's response to 

the war and suggest further reforms to streamline 

Indian Defence Forces. The committee analyzed 

the delay of Indian forces to respond to the Kargil 

intrusion and synchronism issue between the forces 

which led to a delay in aerial support to the Indian 

military by the Indian Air force. The committee 

then suggested several reforms like the setting up 

of a full-time NSA (National Security Advisor), 

Chief of Defence Staff (CDS), setting up of 

Theatre commands, etc. These recommendations 

were later reiterated by subsequent committees like 

the Standing Committee on Defence in 2007, the 

Naresh Chandra task force in 2011, Ravindra 

Gupta task force in 2012, and the Shekatkar 

Committee in 2015. 

13.2. CHIEF OF DEFENSE STAFF 
(CDS) 

Although the need for a CDS was articulated by 

several defense review committees, it was formally 

recommended by the Shekatkar committee report. 

Then, in 2019, the post of CDS was formally 

approved by Cabinet Committee on Security 

(CCS). The CDS is a four-star officer just like other 

chiefs of Tri-services (Army, Navy, Air force). The 

CDS will be acting as the single-point military 

advisor to the Defence Minister on all Tri-services 

matters. The tenure of CDS is not fixed but an upper 

age limit of 65 years has been fixed. The Chief of 

Defence Staff will be acting as a secretary for the 

newly created Department of Military Affairs 

(DMA), which would come under the aegis of the 

Ministry of Defence (MoD). The MDA would have 

members from both civil and military backgrounds. 

The CDS will also function as the Military Advisor 

to the Nuclear Command Authority. The CDS 

will also serve as the permanent chairman of the 

Chief of Staff Committee. However, it is important 

to note that CDS won't be commanding the three 

services chiefs. 

The primary objective of the CDS is to: (i) bring 

about jointness in operation, logistics, training, 

support services, transport, communications, 
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